

[FORM OF LEGAL OPINION TO BE DELIVERED IN CONNECTION WITH
THE REGISTRATION FORM]

[Date]

To: [NAME OF FIRM]

Registration of [FIRM] with the Public Company Accounting Oversight Board (the “PCAOB”)
You have asked us to provide a legal opinion as to whether submitting the information requested in respect of Items 1.3, 2.1, 2.2, 2.3, 2.4, 5.1, 5.2, 5.3 and 7.1, and providing, or complying with, the consents requested in respect of Item 8.1 of the form adopted by the PCAOB on 6 May 2003 (the “Form”) would cause [NAME OF FIRM] to violate the laws of, or regulations in, Belgium. 

The Form is being completed by [NAME OF FIRM] in connection with its registration with the PCAOB as an accounting firm that prepares or issues audit reports on issuers (as such term is defined in Section 2(7) of the U.S. Sarbanes-Oxley Act of 2002 (the “Act”)), or plays a substantial role in the preparation or issuance of such reports.

The terms used in this opinion which are not defined herein but are otherwise used in the Form have the meaning ascribed to them in the relevant part of the Form.

1 We have examined the Form, such other documents, and such questions of the laws of Belgium, as we have considered necessary or appropriate for the purposes of this opinion.

2 This opinion is limited to the laws and regulations of Belgium in effect as at the date of this opinion, and as generally interpreted as of the same date and we express no opinion as to the effect of the laws or regulations of any other jurisdiction. In particular, we are not generally familiar with the laws of the United States of America and nothing herein may be construed as an opinion on matters governed by such laws. We are not qualified to interpret the terms of the Act or the PCAOB’s rules and regulations. Wherever such an interpretation was necessary for rendering this opinion, we have referred to the closest Belgian legal concepts.  We express no opinion as to the correctness of those analogies.

3 Upon the basis of the examination referred to above, in our opinion:

3.1 Compliance with the requirement that [NAME OF FIRM] provide information regarding the name, title, physical address (and, if different, mailing address), telephone number, fax number, and e-mail address (i) of a partner or authorized officer of [NAME OF FIRM] who will serve as primary contact of [NAME OF FIRM] with the PCAOB regarding the application and (ii) of every signatory (Item 1.3) would violate Articles 5 and 21 iuncto 22 of the Law of 8 December 1992 on privacy protection with regard to the processing of personal data within the meaning of the DPA, as modified by the Law of 11 December 1998 (the “Data Protection Act” or “DPA”), an English translation of which is set out in Appendix A hereto, because this implies both “processing” of personal data within the meaning of the DPA and transfer of personal data to a country outside the European Community which cannot be considered to provide for an adequate level of protection, unless the prior, freely given, specific and informed consent of the persons involved has been unambiguously obtained. 

Furthermore, we would like to stress that, even if given, the abovementioned consent can be withdrawn at any time. 

3.2 Compliance with the requirement that [NAME OF FIRM] provide information (i) regarding all issuers for which [NAME OF FIRM] prepared or issued any audit report dated during the calendar year preceding the calendar year in which the application is filed (Item 2.1), (ii) regarding all issuers for which [NAME OF FIRM] prepared or issued any audit report during the current calendar year (Item 2.2), (iii) regarding all issuers for which [NAME OF FIRM] expects to prepare or issue any audit report dated during the current calendar year (Item 2.3) or (iv) regarding issuers for which [NAME OF FIRM] played, or expects to play, a substantial role in the preparation or furnishing of an audit report dated during the preceding or current calendar year (Item 2.4), would violate [NAME OF FIRM]’s duty of confidentiality under Article 27, §2 of the Law of 22 July 1953 on the formation of the Institute of Registered Auditors iuncto Article 458 of the Belgian Criminal Code, English translations of which are set out in Appendices B and C hereto, unless the requested data are already publicly known. 

We are of the opinion that none of the exceptions to the duty of confidentiality provided for by Belgian law can be relied upon by [NAME OF FIRM] in view of the requirements under Part II of the Form, for the following reasons:

(i) It is clear that [NAME OF FIRM] cannot rely on the exception pursuant to which it shall not be in breach of its duty of confidentiality if it is called to witness in court or before an examining magistrate, or must appear before a parliamentary inquiry committee (Article 458 of the Belgian Criminal Code, an English translation of which is set out in Appendix C hereto), to justify the disclosure of certain data to the PCAOB.  The PCAOB is a private-sector, non-governmental corporation, created to oversee the auditors of public companies, and does therefore not qualify as a judge, nor as a parliamentary inquiry committee. Furthermore, [NAME OF FIRM] cannot rely on the exception of self-defence, since it is obviously not called to defend itself.

(ii) The exception of a legal disclosure obligation (Article 458 of the Belgian Criminal Code, an English translation of which is set out in Appendix C hereto) refers to an obligation provided for by Belgian law, so this exception will not apply to foreign legal requirements (i.e. PCAOB registration requirements).

(iii) The exception pursuant to which the duty of confidentiality is not applicable in case of the delivery of an attestation or a confirmation with the written consent of the audited firm (article 27, §2 of the law of 22 July 1953 on the formation of the Institute of Registered Auditors an English translation of which is set out in Appendix B hereto) cannot be relied upon since this exception is only workable for a confirmation by [NAME OF LOCAL FIRM] of information that is already in possession of the addressee seeking certainty with respect to its accuracy. 

(iv) The exception pursuant to which the duty of confidentiality is not applicable in view of the delivery of an attestation or a confirmation to a statutory auditor or a person performing an equivalent task for a foreign company (article 27, §2 of the law of 22 July 1953 on the formation of an Institute of Auditors an English translation of which is set out in Appendix B hereto) cannot be relied upon since the PCAOB does not qualify as “a statutory auditor or a person performing an equivalent task for a foreign company”. As indicated above, the PCAOB is a corporation created to oversee the activities performed by auditors, not to perform audit activities or an equivalent task.

(v) Since the duty of confidentiality is considered to be of “public order”, and is thus deemed to protect and serve not only the interests of a private individual or legal entity (i.e. the audit client) but also the public interest, it is clear that the consent of the client would in no event permit the disclosure of information to the PCAOB.  This position has been confirmed by the Belgian Supreme Court that ruled that a professional, bound by professional secrecy, cannot be discharged from its duty of confidentiality by the consent of its client. Such consent would prevent the private interests of the client being harmed by disclosure, but would not remedy the fact that such disclosure is contrary to the higher public interest. Even the nature or importance of the revealed information is irrelevant. Any information, important or not, whether the client has given its consent or not, is caught by the duty of confidentiality and should therefore not be disclosed. English translations of the extracts of the relevant judgments of the Belgian Supreme Court are set out in Appendix D hereto. Although the decisions of the Belgian Supreme Court are not formally binding, they are a source of law in that the lower courts, in deference to the prestige of the Supreme Court, abide by the case law created by it.

Furthermore, we are of the opinion that a successful confidential treatment request pursuant to PCAOB Rule 2003 (b) will not remedy the breach of the duty of confidentiality committed by revealing the abovementioned information to the PCAOB. The fact that the addressee of confidential information, i.e. the PCAOB, shall treat this information as confidential, does not reduce the duty of confidentiality set forth by Belgian law.

3.3 Compliance with the requirement that [NAME OF FIRM] provide information regarding (i) any pending criminal proceeding or criminal proceeding in which a judgment was rendered against [NAME OF FIRM] or any associated person – meaning all accountants who are a proprietor, partner, principal, shareholder, officer or manager of [NAME OF FIRM] who provided at least ten hours of audit services for any issuer during the last calendar year – during the previous five years, any pending civil or alternative dispute resolution proceeding initiated by a governmental entity or any such proceeding in which a judgment was rendered against [NAME OF FIRM] or any associated person during the previous five years in connection with any audit report or any comparable report, and any pending administrative or disciplinary proceeding in connection with any audit report or any comparable report or any such proceeding in which a finding of violation was rendered, or a sanction entered, against [NAME OF FIRM] or any associated person during the previous five years (Item 5.1), (ii) any pending civil proceeding or alternative dispute resolution proceeding initiated by a non-governmental entity in connection with any audit report or any comparable report, in which the applicant or any associated person is a defendant or respondent (Item 5.2), and (iii) at its discretion, the reasons that, in [NAME OF FIRM]’s view, the aforementioned proceedings should not be a basis for the denial of its application for registration (Item 5.3), would violate Article 8 of the DPA, an English translation of which  is set out in Appendix A hereto, to the extent that the information requested is related to an identified or identifiable natural person, since such data constitute judicial data of which the processing is prohibited by Article 8 of the DPA.

We are of the opinion that none of the exceptions on the prohibition to process judicial data provided for by the DPA can be relied upon by [NAME OF FIRM] in view of the requirements under Part V of the Form, for the following reasons:

(vi) The exception pursuant to which the prohibition to process judicial data does not apply to processing “under supervision of a public authority or ministerial officer within the meaning of the Code of Civil Proceedings, if the processing is necessary for the fulfilment of their duties” (Article 8, § 2, a of the DPA) does not apply to the disclosure of judicial data by [NAME OF FIRM] to the PCAOB, because this is not a processing “under supervision of a public authority or ministerial officer within the meaning of the Code of Civil Proceedings”. The specific reference to the Belgian Code of Civil Proceedings in Article 8, § 2, a of the DPA makes it clear that this applies to Belgian public authorities and not to any foreign public or private authority.

(vii) The exception pursuant to which the prohibition on processing judicial data does not apply to processing “if the processing is necessary for the achievement of objectives that have been laid down by or by virtue of a law, decree or ordinance” (Article 8, § 2, b of the DPA) does not apply, since the terms ‘law’, ‘decree’ and ‘ordinance’ have a specific meaning in Belgian (constitutional) law. As the DPA specifically refers to ‘laws’, ‘decrees’ and ‘ordinances’ rather than to laws and regulations in general, this legal ground does not apply in the case of obligations to which [NAME OF FIRM] is subject by virtue of foreign law.

(viii) The exception pursuant to which the prohibition on processing judicial data does not apply to processing of judicial data by natural persons or private or public legal persons, to the extent necessary for the management of their own litigations (Article 8, § 2, c of the DPA) is not applicable since the disclosure of judicial data by [NAME OF FIRM] to the PCAOB, is not a processing for the purposes of managing [NAME OF FIRM]’s own litigations.

(ix) The exception pursuant to which the prohibition on processing judicial data does not apply to processing of judicial data by attorneys-at-law or other legal advisors, to the extent necessary for the protection of the interests of their clients (Article 8, § 2, d of the DPA) clearly cannot be relied upon by [NAME OF FIRM] in order to justify the disclosure of judicial data to the PCAOB.

(x) The exception pursuant to which the prohibition on processing judicial data does not apply to processing that is necessary for scientific research and carried out under the conditions established by Royal Decree (Article 8, § 2, e of the DPA) clearly cannot be relied upon by [NAME OF FIRM] to justify the disclosure of judicial data to the PCAOB since the data in question are not intended for scientific research.

It is important to note that these five (5) exceptions to the prohibition on processing judicial data do not include the consent of the data subject, which can thus never serve as a valid ground for the processing of judicial data.

3.4 Furthermore,  making use of the opportunity to provide a statement regarding proceedings (Item 5.3) would violate Article 27, §2 of the Law of 22 July 1953 on the formation of the Institute of Registered Auditors iuncto Article 458 of the Belgian Criminal Code if the statement contains confidential client information. 

We are of the opinion that none of the exceptions to the duty of confidentiality provided for by Belgian law (see above, 3.2) can be relied upon by [NAME OF FIRM] in view of the requirements under Part V of the Form. As indicated above (see 3.2
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(v)) consent of the client would in no event permit the disclosure of information to the PCAOB.  

Furthermore, we are of the opinion that a successful confidential treatment request pursuant to Rule 2003 (b) will not remedy the breach of the duty of confidentiality committed by revealing confidential information to the PCAOB. As indicated above (see 3.2), the fact that the addressee of confidential information, i.e. the PCAOB, shall treat this information as confidential, does not reduce the duty of confidentiality set forth by Belgian law.

3.5 Compliance with the requirement that [NAME OF FIRM] provide information regarding the name and license or registration number of all the accountants who are a proprietor, partner, principal, shareholder, officer or manager of [NAME OF FIRM] and who provided at least ten hours of audit services for any issuer during the last calendar year (Item 7.1) would violate Articles 5 and 21 iuncto 22 of the DPA, an English translation of which is set out in Appendix A, unless the prior, freely given, specific and informed consent of the persons whose personal data are communicated, has been unambiguously obtained, because this implies both “processing” of personal data within the meaning of the DPA and a transfer of personal data to a country outside the European Community which cannot be considered to provide for an adequate level of protection.

Furthermore, we would like to stress that, even if given, the abovementioned consent can be withdrawn at any time.

3.6 An agreement in response to Item 8.1 of the Form to cooperate and comply with a request for testimony or production of documents to the following effect,

“[NAME OF FIRM] consents to cooperate in and comply with any request for testimony or the production of documents made by the Public Company Accounting Oversight Board in furtherance of its authority and responsibilities under the Sarbanes-Oxley Act of 2002”,

3.6.1 if such request were to provide information relating to [NAME OF FIRM]’s audit workpapers or other documents containing confidential information, would violate the duty of confidentiality set forth by Article 27, §2 of the Law of 22 July 1953 on the formation of the Institute of Registered Auditors iuncto Article 458 of the Belgian Criminal Code, English translations of which are set out in Appendices B and C hereto. 

We are of the opinion that none of the exceptions to the duty of confidentiality provided for by Belgian law (see above, 3.2) can be relied upon by [NAME OF FIRM] in view of the compliance with future requests for testimony or the production of documents.

3.6.2 if such request were to provide information relating to “personal data” as set forth by the DPA, being "any information relating to an identified or identifiable natural person”, would violate Articles 5 and 21 iuncto 22 of the DPA, an English translation of which is set out in Appendix A, because this would imply “processing” of personal data within the meaning of the DPA and a transfer of personal data to a country outside the European Community which cannot be considered to provide for an adequate level of protection, unless the prior, freely given, specific and informed consent of such identified or identifiable natural persons has been unambiguously obtained. However, as the exact nature of the additional information that may be requested in the future is by definition unknown at the time of registration, it is impossible for the persons involved to  give a specific and informed, and thus valid, consent to [NAME OF FIRM] at the time of registration. Furthermore, we would like to stress that, even if given, this consent can be withdrawn at any time.

3.6.3 if such request were to provide information relating to “judicial data” as set forth by the DPA, being “personal data relating to litigations that have been submitted to courts and tribunals as well as to administrative judicial bodies, relating to suspicions, persecutions or convictions in matters of criminal offences, administrative sanctions or security measures”, would violate Article 8 of the DPA, since the processing of such judicial data is prohibited by the DPA (see above, 3.3).

For the reasons set forth above (see 3.3), we are of the opinion that none of the exceptions on the prohibition to process judicial data provided for in Article 8, § 2 of the DPA (see above, 3.3) can be relied upon by [NAME OF FIRM] in view of the compliance with future requests for testimony or the production of documents. It is important to note that these exceptions do not include the consent of the data subject, which can thus never serve as a valid ground for the processing of judicial data.

3.7 An agreement in response to Item 8.1 of the Form to secure and enforce consents from each of [NAME OF FIRM]’s associated persons (as such term is defined in the Note to Item 8.1 of the Form) as a condition of their continued employment by or other association with [NAME OF FIRM] to the following effect,

“[Name of Associated Person] consents to cooperate and comply with any request for testimony or the production of documents made by the Public Company Accounting Oversight Board in furtherance of its authority and responsibilities under the Sarbanes – Oxley Act of 2002]. [Name of Associated Person] understands and agrees that this consent is a condition of their continued employment by or associated with [NAME OF FIRM]]”,

3.7.1 if such request were to provide information relating to [NAME OF FIRM]’s audit workpapers or other documents containing confidential information, would violate the duty of confidentiality set forth by Article 27, §2 of the Law of 22 July 1953 on the formation of the Institute of Registered Auditors iuncto Article 458 of the Belgian Criminal Code, English translations of which are set out in Appendices B and C hereto.

We are of the opinion that none of the exceptions to the duty of confidentiality provided for by Belgian law (see above, 3.2) can be relied upon in view of the compliance with future requests for testimony or the production of documents.

3.7.2 if such request were to provide information relating to “personal data” as set forth by the DPA, being "any information relating to an identified or identifiable natural person”, would violate Articles 5 and 21 iuncto 22 of the DPA, an English translation of which is set out in Appendix A, because this would imply both “processing” of personal data within the meaning of the DPA and a transfer of personal data to a country outside the European Community which cannot be considered to provide for an adequate level of protection, unless the prior, freely given, specific and informed consent of such identified or identifiable natural persons has been unambiguously obtained. However, as the exact nature of the additional information that may be requested in the future is by definition unknown at the time of registration, it is impossible for the persons involved to give a specific and informed, and thus valid, consent to [NAME OF FIRM] at the time of registration. Furthermore, we would like to stress that, even if given, this consent can be withdrawn at any time.         

3.7.3 if such request were to provide information relating to “judicial data” as set forth by the DPA, being “personal data relating to litigations that have been submitted to courts and tribunals as well as to administrative judicial bodies, relating to suspicions, persecutions or convictions in matters of criminal offences, administrative sanctions or security measures”, would violate Article 8 of the DPA, since the processing of such judicial data is prohibited by the DPA. 

For the reasons set forth above (see 3.3), we are of the opinion that none of the exceptions on the prohibition to process judicial data provided for in Article 8, § 2 of the DPA (see above, 3.3) can be relied upon by [NAME OF FIRM] in view of the compliance with future requests for testimony or the production of documents. It is important to note that these exceptions do not include the consent of the data subject, which can thus never serve as a valid ground for the processing of judicial data.

3.7.4 If [NAME OF FIRM] took action to try to compel the provision of, or compliance with, the foregoing form of consent, in accordance with the undertaking and agreement of [NAME OF FIRM] in Item 8.1 of the Form to the following effect,

“[NAME OF FIRM] agrees to secure and enforce similar consents from each of its associated persons as a condition of their continued employment by or other association with [NAME OF FIRM]”,

this would raise additional potential conflicts with Belgian employment law insofar as the associated persons are employees. 

These additional potential conflicts relate to the possible consequences of a termination by [NAME OF FIRM] of an employment contract or any other sanction in relation to the required consent. Whether a court would rule that there is a conflict between Belgian labour law and the required consent or not, is impossible to predict, since this will depend on the facts of the matter. However, it is clear that general principles of Belgian labour law are at stake and, consequently, that the required consents will come under court scrutiny.

With respect to employees who are being offered an employment contract, there are no objections to make the offer conditional upon their consent being obtained.  Freedom of contract allows the parties to arrange their contractual relations as they think fit and insert the obligation to consent to testify or disclose documents into the employment contract.    

With respect to the employees already employed by [NAME OF FIRM] at the time of registration, it should be noted that, according to civil law principles, a contract can only be modified upon mutual consent (Article 1134 Section 2 of the Civil Code, an English translation of which is set out in Appendix F hereto). Since employment law does not determine otherwise with respect hereto, these general principles also apply to employment contracts. As a result, an employer is not allowed to modify the terms of the employment contract unilaterally, since this constitutes a breach of contract and entitles the employee to a severance allowance (Article 39 §1 of the Law of 3 July 1978, an English translation of which is set out in Appendix E hereto).  Consequently, the obligation to consent to testify or disclose documents, can be inserted in the employment contract only if the employee agrees with it. [NAME OF FIRM] cannot force the employee to do so.

In the event that the obligation to consent to testify or disclose documents is not inserted in the employment contract, [NAME OF FIRM] may, however, always ask the employee to consent, as the employer’s authority implies the right to give the employee instructions. Consideration should however be given to the fact that threatening to discipline or dismiss an employee for his or her refusal to consent to testify or disclose documents, could render any consent given in such circumstances ineffective as an agreement entered into under duress and therefore null and void (Article 1109 of the Civil Code, an English translation of which is set out in Appendix F hereto). If sanctioned by [NAME OF FIRM] for not complying with such consent, the employee could claim before court that the sanction is illicit because he or she has given the consent under moral pressure.

If an employee refuses to consent in accordance with the employer’s instructions, [NAME OF FIRM] cannot physically force him to do so. However, this kind of insubordination – i.e. wilful disobedience – could be accepted by the court as a serious cause for dismissal, and might thus justify a dismissal without notice or severance allowance.  A dismissal for a serious cause is allowed in cases of major violation of a contractual undertaking or of the principle of good faith, rendering continuation of the professional relationship between an employer and an employee immediately and permanently impossible (Article 35 of the Law of 3 July 1978, an English translation of which is set out in Appendix E hereto).  The court will, however, assess the insubordination taking into account all the actual surrounding circumstances, so that in a given case the court might not accept the insubordination as a serious cause justifying dismissal. This would lead to a severance allowance becoming due by [NAME OF FIRM]: according to Belgian employment law, an employer can always dismiss an employee for any reason on the condition that he or she gives the appropriate notice, or with immediate effect by paying him or her a severance compensation corresponding to the remuneration that he or she would have earned during the notice period, had the contract been terminated upon notice (Article 39 §1 of the Law of 3 July 1978, an English translation of which is set out in Appendix E hereto).

It should be noted that an employee who has been dismissed because of his or her refusal to consent, might submit a claim for abusive dismissal, i.e. a dismissal contrary to the principle of good faith in the performance of contractual obligations that is laid down in Article 1134 Section 3 of the Civil Code, an English translation of which is set out in Appendix F hereto. The consequences hereof could be aggravated by the implications of the dismissal, i.e. that it is very likely that no other firm will risk hiring an employee who has been dismissed to fulfil the PCAOB registration requirements. This could lead to the employee being virtually out of business as far as audit work for issuers is concerned. Consequently, additional damages could be awarded to the employee.

In the event that the obligation to consent to testify or disclose documents has been inserted in the employment contract (either at the start of the employment contract or later on by mutual consent), the violation of this contractual obligation to cooperate in and comply with a request for testimony or production of documents by the PCAOB might constitute a serious cause for dismissal (Article 35 of the Law of 3 July 1978, an English translation of which is set out in Appendix E hereto). However, a court might again take into account the actual circumstances and reject this. In the latter event, a severance allowance will become due by [NAME OF FIRM] (Article 39 §1 of the Law of 3 July 1978, an English translation of which is set out in Appendix E hereto). An employee who refuses to testify or to produce documents, notwithstanding that the consent has been inserted into her or his employment contract, can in any case be dismissed upon appropriate notice or, with immediate effect upon paying him a severance indemnity. Again, the employee who has been dismissed because of his or her refusal to consent, might submit a claim for abusive dismissal. 

3.8 A statement in response to Item 8.1 of the Form with respect to the conditions to the continuing effectiveness of the registration of [NAME OF FIRM] with the PCAOB to the following effect, 

“[NAME OF FIRM] understands and agrees that cooperation and compliance, as described in [NAME OF FIRM]’s consent in paragraph (a), and the securing and enforcement of such consents from its associated persons in accordance with paragraph (b), shall be a condition to the continuing effectives of the registration of [NAME OF FIRM] with the Public Company Accounting Oversight Board”, 

is inextricably linked to the consents considered above in 3.6 and 3.7. It is therefore not possible to make this statement without violating Article 27, §2 of the Law of 22 July 1953 on the formation of the Institute of Registered Auditors iuncto Article 458 of the Belgian Criminal Code, an English translation of which is set out in Appendices B and C hereto, and Articles 5, 8 and 21 iuncto 22 of the DPA, an English translation of which  is set out in Appendix A hereto (see above, 3.6 and 3.7). 

4 We undertake no responsibility to notify you of any change in Belgian law or regulations after the date of this opinion. We also note that the opinions relating to the Item 8.1 consents are representative only, and should not be construed as constituting a comprehensive review of the violations of Belgian law or regulations that could result from requests for testimony or the production of documents pursuant to Item 8.1 of the Form. 

5 This opinion is strictly limited to the matters stated in this opinion and is not to be read as extending by implication to any other matters not specifically referred to in this opinion. It is addressed to and is solely for the benefit of [NAME OF FIRM] in connection with [NAME OF FIRM]’s registration with the PCAOB, and may not be relied upon by any other person or for any other purpose, nor may it be quoted or referred to in any public document, without our written consent, except that it may be provided to, and made public by, the PCAOB and other regulators.

Yours sincerely,

Linklaters De Bandt

Appendix A

I. Article 5 of the Law of 8 December 1992 on privacy protection with regard to the processing of personal data stipulates:

“Personal data shall only be processed in one of the following cases:

(a) if the data subject has unambiguously given his consent;

(b) if processing is necessary for the performance of a contract to which the data subject is party or in order to take steps at the request of the data subject prior to enter in into a contract;

(c) if processing is necessary for compliance with an obligation to which the controller is subject by or by virtue of law, decree or ordinance;

(d) if processing is necessary in order to protect the vital interests of the data subject;

(e) if processing is necessary for the performance of a task carried out in the public interest or in the exercise of official authority vested in the controller or in a third party to whom the data are disclosed;

(f) if processing is necessary for the purposes of the legitimate interests pursued by the controller or by the third party to whom the data are disclosed, provided that the interests or fundamental rights and freedoms of the data subject who has a claim to protection under this law, do not prevail.

The King may specify in a decree agreed upon in the Council of Ministers after advice of the Commission for the protection of the privacy in which circumstances the condition laid down sub f) shall be considered not being complied with”.
II. Article 8 of the Law of 8 December 1992 on privacy protection with regard to the processing of personal data stipulates:

“§1 The processing of personal data relating to litigations that have been submitted to courts and tribunals as well as to administrative judicial bodies, relating to suspicions, persecutions or convictions in matters of criminal offences, administrative sanctions or security measures, shall be prohibited.

§2 The prohibition of processing personal data referred to in §1 shall not apply to processing:

(g) under supervision of a public authority or ministerial officer in the meaning of the Code of Civil Procedure, if processing is necessary for the fulfilment of their duties;

(h) by other persons, if processing is necessary for the realisation of objectives that have been laid down by or by virtue of a law, decree or ordinance;

(i) by natural persons or private or public legal persons, as far as necessary for the management of their own litigations;

(j) by attorneys at law or other legal advisers, as far as necessary for the protection of the interests of their clients;

(k) that is necessary for scientific research and carried out under the conditions established by the King in a decree agreed upon in the Council of Ministers after advice of the Commission for the protection of the privacy.

§3 Persons authorised on the basis of §2 to process personal data referred to in §1 shall be obliged to secrecy.

§4 The King shall lay down in an decree agreed upon in the Council of Ministers after advice of the Commission for the protection of the privacy, the specific conditions, with which the processing of the personal data referred to in §1 Article has to comply.”

III. Article 21 of the Law of 8 December 1992 on privacy protection with regard to the processing of personal data stipulates:

“§1 Personal data that are undergoing processing or that are intended for processing after transfer may be transferred to a country outside the European Community only if, without prejudice to compliance with the provisions laid down by or by virtue of this law, the third country in question ensures and adequate level of protection.

The adequacy of the level of protection shall be assessed in the light of all the circumstances surrounding a data transfer operation or a category of data transfer operations; particular consideration shall be given to the nature of the data, the purpose and duration of the intended processing operation or operations, the country of origin and country of final destination, the rules of law, both general and sectorial, in force in the country in question and the professional rules and security measures that are complied with in that country.

§2 The King shall lay down after advice of the Commission for the protection of the privacy and in accordance with Article 25 of Directive 95/46/EC on the protection of individuals with regard to the processing of personal data and on the free movement of such data, for which categories of processing operations of personal data and under which circumstances the transfer of personal data to countries outside the European Community is not authorised.”
IV. Article 22 of the Law of 8 December 1992 on privacy protection with regard to the processing of personal data stipulates:
“§1 As a derogation from Article 21 a transfer of category of transfers of personal data to a country outside the European Community that does not ensure an adequate level of protection may take place in one of the following cases:

1.
the data subject has given his consent unambiguously to the intended transfer;

2.
the transfer is necessary for the performance of a contract between the data subject and the controller or for the implementation of precontractual measures taken in response to the request of the data subject;

3.
the transfer is necessary for the conclusion or performance of a contract concluded or to be concluded in the interest of the data subject between the controller and a third party;

4.
the transfer is necessary or legally required on important public interest grounds, or for the establishment, exercise or defence of legal claims;

5.
the transfer is necessary in order to protect the vital interests of the data subject;

6.
the transfer is made from a public register that according to legal or regulatory provisions is intended to provide information to the public and that is open to consultation either by the public in general or by any person who can demonstrate a legitimate interest, to the extent that the conditions laid down in law for consultation are fulfilled in the particular case.

§2 Without prejudice to the provisions of the previous section the King may after advice of the Commission for the protection of the privacy authorise a transfer or a category of transfers to a country outside the European Community that does not ensure an adequate level of protection, if the controller adduces adequate safeguards with regard to the protection of the privacy and fundamental rights and freedoms of individuals as well as with regard to the exercise of the corresponding rights; such safeguards may in particular result from appropriate contractual clauses.”
Appendix B

Article 27, second paragraph of the Law of 22 July 1953 on the formation of the Institute of Registered Auditors stipulates: 

“Article 458 of the Criminal Code applies to auditors, their trainees and the persons for whom they are responsible. Apart from the exceptions to the duty of confidentiality provided for by the said article, such duty shall also not apply in view of the delivery of an attestation or confirmation done with the written consent of the firm for which they are performing an assignment, or, in view of the control of the annual accounts or the consolidated annual accounts of a company entrusted to them, addressed to a statutory auditor or a person performing an equivalent assignment for a foreign company.”

Appendix C

Article 458 of the Belgian Criminal Code stipulates:

“Doctors, surgeons, medical officers, pharmacists, midwifes as well as all other persons who, by virtue of their position or profession, have knowledge of secrets which have been confided to them, and who reveal such secrets, except when they are called to give evidence in court or before a parliamentary inquiry committee and except when the law obliges them to disclose such secrets, shall be punished by eight days to six months imprisonment and a fine of between one hundred and five hundred francs.”     
Appendix D

V. Extract from Belgian Supreme Court 30 October 1978, R.W. 1978-1979, pp.2232 and following:

“[…] Considering that doctors rank among the necessary confidants who are obliged by Article 458 [of the Belgian Criminal Code] to preserve silence with respect to everything they were informed of in the practice of their profession or because of the trust put in their profession;

[…]

[Considering] that the professional secrecy is of public order and, consequently, the patient cannot determine the use hereof; that the doctor is not discharged from the duty of confidentiality by the fact that the patient would have given his or her consent to disclose the confidences shared with the doctor. […]”.   
VI. Extract from Belgian Supreme Court 29 October 1991, Pas. 1992 , I, pp.162 and following:

“[…] Considering that in principle, the persons bound by a duty of confidentiality due to their position or profession pursuant to Article 458 of the Belgian Criminal Code cannot be forced […] to disclose the facts which they have to keep secret […] even if the person who is entitled to such confidentiality has given his or her consent […]”.

Appendix E

VII. Article 35 of the Law of 3 July 1978 stipulates:

“Either of the parties may terminate a contract without notice or before the expiry of its terms if there is a serious reason for doing so in the opinion of a judge and without prejudice to any damages that may be payable.

Any serious fault making it immediately and finally impossible for the employer and the worker to co-operate at work shall be deemed to constitute a serious reason.

A contract may no longer be terminated for a serious reason, either without notice or before the expiry of its term, if the occurrence that would have justified such termination has been known for at least three working days to the party seeking to terminate the contract.

To be invoked as justification for the termination of a contract, either without notice or before the expiry of its term, a serious reason must be communicated to the other party by registered letter dispatched within three working days after the termination.”

VIII. Article 39 §1 of the Law of 3 July 1978 stipulates:

“Where a contract has been concluded for an unspecified period, the party terminating it without a serious reason or without observing the period of notice set forth in sections 59, 82, 83, 84 and 115 shall pay the other party a compensation equal to the current remuneration corresponding either to the period of notice or to the residual period of notice. However, such compensation shall invariably be equal to the current remuneration corresponding to the period of notice, if the contract is terminated by the employer otherwise than as provided in §3 of section 38 of this Act or section 40 of the Labour Act of 16 March 1971.

The compensation shall include not only the current remuneration but also any benefits acquired by virtue of the contract.”

Appendix F

IX. Article 1109 of the Civil Code stipulates:

“No consent is valid if it has been given in error, forced by violence or obtained by means of deception only.”

X. Article 1134 of the Civil Code stipulates:

“All contracts that have been legally entered into, have force of law between the contracting parties.

They can be rescinded only upon their mutual consent or on the grounds recognised by the law. 

They must be executed in good faith.”
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